
SMISHING (SUSPICIOUS SMS)

There is no room 
for doubt, it is the

 bank's o�cial 
website!

Do not click on links received via SMS that
claim to be from your bank.

Be careful when clicking on any link you receive especially when they request any �nancial
transactions or personal details

Report fraud cases to authorities and verify o�ers directly with your bank

Always verify o�ers on banks o�cial website

Thankfully
 I remembered my

 bank's notice

Always double check
any o�ers received
via SMS by calling
your bank.

A great deal for
your credit card


